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1. PREFACE 

1.1. SecƟon 177 of the Companies Act, 2013 requires every listed company and such class or classes 
of companies, as may be prescribed to establish a vigil mechanism for the directors and employees to 
report genuine concerns in such manner as may be prescribed. The Company has adopted a Code of 
Conduct for Directors and Senior Management ExecuƟves (“the Code”), which lays down the principles 
and standards that should govern the acƟons of the Company and its employees. Any actual or 
potenƟal violaƟon of the Code, howsoever insignificant or perceived as such, would be a maƩer of   
serious concern for the Company. Such a vigil mechanism shall provide for adequate safeguards against 
vicƟmizaƟon of persons who use such mechanism and also make provision for direct access to the 
chairman of the Audit CommiƩee in appropriate or excepƟonal cases. 

1.2. RegulaƟon 22 of SEBI (LisƟng ObligaƟons and Disclosure Requirements) RegulaƟons, 2015 inter 
alia, provides for a mandatory requirement for all listed companies to establish a mechanism called 
Vigil Mechanism ‘Whistle Blower Policy’ for employees to report to the management instances of 
unethical behaviour, actual or suspected, fraud or violaƟon of the company’s code of conduct. 

1.3. Under these circumstances, Exato Technologies Limited (formerly known as Exato Technologies 
Private Limited), being a Company proposed to be listed intends to establish a Whistle Blower Policy/ 
Vigil Mechanism and to formulate a policy for the same. 

2. POLICY OBJECTIVES 

2.1. The Company is commiƩed to adhere to the highest standards of ethical, moral and legal conduct 
of business operaƟons. To maintain these standards, the Company encourages its employees who have 
concerns about suspected misconduct to come forward and express these concerns without fear of 
punishment or retaliaƟon or adverse acƟon. The Company ensures confidenƟality and fair handling of 
complaints, promoƟng a culture of openness and accountability. 

A Vigil mechanism provides a channel to the Employees and Directors to report to the management 
about unethical behaviour, actual or suspected fraud or violaƟon of the Code of Conduct or ethics 
policy. The mechanism provides for adequate safeguards against vicƟmizaƟon of Employees and 
Directors to avail of the mechanism and also provide for direct access to the Chairman of the Audit 
CommiƩee in appropriate or excepƟonal cases. 

2.2. This policy does not release employees from their duty of confidenƟality in the course of their 
work, nor is it intended to be used as a route for raising malicious or unfounded allegaƟons against 
people in authority and / or colleagues in general. 

3. SCOPE OF THE POLICY 

3.1. This Policy covers malpracƟces and events which have taken place / suspected to have taken place, 
misuse or abuse of authority, data manipulaƟon, misuse of resources, fraud or suspected fraud, 
violaƟon of company rules, manipulaƟons, negligence causing danger to public health and safety, 
misappropriaƟon of monies, and other maƩers or acƟvity on account of which the interest of the 
Company is affected and formally reported by Whistle Blowers concerning its employees. 

3.2 This policy applies to all level of employees, including contract staff, interns, and consultants unless 
specifically excluded. 
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4. DEFINITIONS 

4.1. “Alleged wrongful conduct” shall mean violaƟon of law, Infringement of Company’s rules, 
misappropriaƟon of monies, actual or suspected fraud, substanƟal and specific danger to public health 
and safety or abuse of authority”. 

4.2. “Audit CommiƩee” means a commiƩee consƟtuted by the Board of Directors of the Company in 
accordance with the provisions of SEBI (LisƟng ObligaƟons and Disclosures Requirements) RegulaƟons, 
2015 and Companies Act, 2013. 

4.3. “Board” means the Board of Directors of the Company. 

4.4. “Company” means Exato Technologies Limited (Formerly Known as Exato Technologies Private 
Limited) and all its offices. 

4.5. “Code” means Code of Conduct for Directors and Senior Management Personnel adopted 

by Exato Technologies Limited (Formerly known as Exato Technologies Private Limited)  

4.6. “Employee” means all the present employees and whole Ɵme Directors of the Company (Whether 
working in India or abroad). 

4.7. “Protected Disclosure” means a concern raised by an employee or group of employees of the 
Company, through a wriƩen communicaƟon and made in good faith which discloses or demonstrates 
informaƟon about an unethical or improper acƟvity under the Ɵtle “SCOPE OF THE POLICY” with 
respect to the Company. It should be factual and not speculaƟve or in the nature of an 
interpretaƟon/conclusion and should contain as much specific informaƟon as possible to allow for 
proper assessment of the nature and extent of the concern. 

4.8 “RetaliaƟon” means any direct or indirect adverse acƟon taken against a Whistle Blower for making 
a protected disclosure 

4.9. “Subject” means a person or group of persons against or in relaƟon to whom a Protected 
Disclosure is made or evidence gathered during the course of an invesƟgaƟon. 

4.10. “Vigilance and Ethics Officer” means an officer appointed to receive protected disclosures from 
Whistle Blowers, maintaining records thereof, placing the same before the Audit CommiƩee for its 
disposal and informing the Whistle Blower the result thereof. 

4.11. “ Whistle Blower” is an employee or group of employees who make a Protected Disclosure under 
this Policy and also referred in this policy as complainant. 

5. ELIGIBILITY 

All Employees of the Company are eligible to make Protected Disclosures under the Policy in relaƟon 
to maƩers concerning the Company. 

6. RECEIPT AND DISPOSAL OF PROTECTED DISCLOSURES. 

6.1. All Protected Disclosures should be reported in wriƟng by the complainant as soon as possible 
aŌer the Whistle Blower becomes aware of the same so as to ensure a clear understanding of the 
issues raised and should either be typed or wriƩen in a legible handwriƟng in English. 
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6.2. The Protected Disclosure should be submiƩed in a closed and secured envelope and should be 
super scribed as “Protected Disclosure under the Whistle Blower Policy.” AlternaƟvely, the same can 
also be sent through email with the subject “Protected Disclosure under the Whistle Blower Policy.” 
If the complaint is not clearly marked and securely sealed as stated above, it will not be possible for 
the Audit CommiƩee to protect the complainant and the protected disclosure will be dealt with as if a 
normal disclosure. In order to protect idenƟty of the complainant, the Vigilance and Ethics Officer will 
not issue any acknowledgement to the complainants and they are advised neither to write their 
name/address on the envelope nor enter into any further correspondence with the Vigilance and 
Ethics Officer. The Vigilance and Ethics Officer shall assure that in case any further clarificaƟon is 
required he will get in touch with the complainant. 

6.3. Anonymous disclosure may   be considered by the Vigilance and Ethics Officer if accompanied by 
credible supporƟng evidence 

6.4. The Protected Disclosure should be forwarded under a covering leƩer signed by the complainant. 
The Vigilance and Ethics Officer/Chairman of the Audit CommiƩee/Chairman of the Board as the case 
may be, shall detach the covering leƩer bearing the idenƟty of the Whistle Blower and process only 
the Protected Disclosure. 

6.5. All Protected Disclosures should be addressed to the Vigilance and Ethics Officer of the Company 
or to the Chairman of the Audit CommiƩee/Chairman of the Board in excepƟonal cases.  

6.6. Protected Disclosure against the Vigilance and Ethics Officer should be addressed to the Chairman 
of the Board and the Protected Disclosure against the Chairman of the Board should be addressed to 
the Chairman of the Audit CommiƩee. 

The contact details of the Chairman of the Board and the Chairman of the Audit CommiƩee are as 
under: 

ParƟculars  Chairman of the Board  Chairman of the Audit CommiƩee 
Name  Mr. Appuorv Kumar Sinha,  

DIN: 07918398 
Mr. Vijay Kumar Tyagi,  
DIN: 10103631 

Address for 
submission 

T2-001, Ground Floor, Tower -2, 
Sunworld Arista, Sector 168, Noida, 
Gautam Buddha Nagar, UƩar Pradesh, 
201305, India 

Flat number K 1483,  
16th Park View, Gaur Yamuna City,  
Yamuna Expressway,  
Greater Noida 203209 

Email appuorv@exato.ai v9004921900@gmail.com 
 

6.7. On receipt of the protected disclosure the Vigilance and Ethics Officer/Chairman of the 
Board/Chairman of the Audit CommiƩee, as the case may be, shall make a record of the Protected 
Disclosure and shall issue an acknowledgement of the same within 2 working days to the complainant. 
He or she shall also ascertain from the complainant whether he was the person who made the 
protected disclosure or not. He shall also carry out iniƟal invesƟgaƟon either himself or by involving 
any other Officer of the Company or an outside agency before referring the maƩer to the Audit 
CommiƩee of the Company for further appropriate invesƟgaƟon and needful acƟon. 

The record will include: 

a) Brief facts; 

b) Whether the same Protected Disclosure was raised previously by anyone, and if so, the outcome 
thereof; 
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c) Whether the same Protected Disclosure was raised previously on the same subject; 

d) Details of acƟons taken by Vigilance and Ethics Officer/Chairman of the Board/Chairman of the Audit 
CommiƩee for processing the complaint; 

e) Findings of the Audit CommiƩee 

f) The recommendaƟons of the Audit CommiƩee/other acƟon(s). 

6.8 The Audit CommiƩee, if deems fit, may call for further informaƟon or parƟculars from the 
complainant. 

7. INVESTIGATION 
 
7.1. All protected disclosures under this policy will be recorded and thoroughly invesƟgated. The Audit 
CommiƩee may invesƟgate and may at its discreƟon consider involving any other Officer of the 
Company and/or an outside agency for the purpose of invesƟgaƟon. 
 
7.2. The decision to conduct an invesƟgaƟon is by itself not an accusaƟon and is to be treated as a 
neutral fact-finding process. 

7.3. Subject(s) will normally be informed in wriƟng of the allegaƟons at the outset of a formal 
invesƟgaƟon and have opportuniƟes for providing their inputs during the invesƟgaƟon. 

7.4. Subject(s) shall have a duty to co-operate with the Audit CommiƩee or any of the Officers 
appointed by it in this regard. 

7.5. Subject(s) have a right to consult with a person or persons of their choice, other than the Vigilance 
and Ethics Officer/InvesƟgators and/or members of the Audit CommiƩee and/or the Whistle Blower. 

7.6. Subject(s) have a responsibility not to interfere with the invesƟgaƟon. Evidence shall not be 
withheld, destroyed or tampered with and witness shall not be influenced, coached, threatened or 
inƟmidated by the subject(s). 

7.7. Unless there are compelling reasons not to do so, subject(s) will be given the opportunity to 
respond to material findings contained in the invesƟgaƟon report. No allegaƟon of wrong doing against 
a Subject(s) shall be considered as maintainable unless there is good evidence in support of the 
allegaƟon. 

7.8. Subject(s) have a right to be informed of the outcome of the invesƟgaƟons. If allegaƟons are not 
sustained, the Subject should be consulted as to whether public disclosure of the invesƟgaƟon results 
would be in the best interest of the Subject and the Company. 

7.9. The invesƟgaƟon shall be completed normally within 90 days of the receipt of the protected 
disclosure and is extendable by such period as the Audit CommiƩee deems fit. 

8. DECISION AND REPORTING 
 
8.1. If an invesƟgaƟon leads the Vigilance and Ethics Officer/Chairman of the Audit CommiƩee to 
conclude that an improper or unethical act has been commiƩed, the Vigilance and Ethics 
Officer/Chairman of the Audit CommiƩee shall recommend to the management of the Company to 
take such disciplinary or correcƟve acƟon as he may deem fit. It is clarified that any disciplinary or 
correcƟve acƟon iniƟated against the Subject as a result of the findings of an invesƟgaƟon pursuant to 
this Policy shall adhere to the applicable personnel or staff conduct and disciplinary procedures. 
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8.2. The Vigilance and Ethics Officer shall submit a report to the Chairman of the Audit CommiƩee on 
a regular basis about all Protected Disclosures referred to him/her since the last report together with 
the results of invesƟgaƟons, if any. 
 
8.3. In case the Subject is the Chairman of the Board of the Company, the Chairman of the Audit 
CommiƩee aŌer examining the Protected Disclosure shall forward the protected disclosure to other 
members of the Audit CommiƩee if deemed fit. The Audit CommiƩee shall appropriately and 
expediƟously invesƟgate the Protected Disclosure. 
 
8.4. If the report of invesƟgaƟon is not to the saƟsfacƟon of the complainant, the complainant has the 
right to report the event to the appropriate legal or invesƟgaƟng agency. 
 
8.5. A complainant who makes false allegaƟons of unethical & improper pracƟces or about alleged 
wrongful conduct of the subject to the Vigilance and Ethics Officer or Chairman of the Audit CommiƩee 
shall be subject to appropriate disciplinary acƟon in accordance with the rules, procedures and policies 
of the Company. 
 
9. SECRECY / CONFIDENTIALITY 
9.1. The complainant, Vigilance and Ethics Officer, Members of Audit CommiƩee, the Subject and 
everybody involved in the process shall: 
 
9.1.1. Maintain confidenƟality of all maƩers under this Policy. 
 
9.1.2. Discuss only to the extent or with those persons as required under this policy for compleƟng 
the process of invesƟgaƟons. 
 
9.1.3. Not keep the papers unaƩended anywhere at any Ɵme. 
 
9.1.4. Keep the electronic mails/files under password. 
 
10. PROTECTION 
10.1. No unfair treatment will be meted out to a Whistle Blower by virtue of his/her having reported 
a Protected Disclosure under this policy. The Company, as a policy, condemns any kind of 
discriminaƟon, harassment, vicƟmizaƟon or any other unfair employment pracƟce being adopted 
against Whistle Blowers. Complete protecƟon will, therefore, be given to Whistle Blowers against any 
unfair pracƟce like retaliaƟon, threat or inƟmidaƟon of terminaƟon/suspension of service, disciplinary 
acƟon, transfer, demoƟon, refusal of promoƟon or the like including any direct or indirect use of 
authority to obstruct the Whistle Blower’s right to conƟnue to perform his duƟes/funcƟons including 
making further Protected Disclosure. The Company will take steps to minimize difficulƟes, which the 
Whistle Blower may experience as a result of making the Protected Disclosure. Thus, if the Whistle 
Blower is required to give evidence in criminal or disciplinary proceedings, the Company will arrange 
for the Whistle Blower to receive advice about the procedure, etc. 
 
10.2. A Whistle Blower may report any violaƟon of the above clause to the Chairman of the Audit 
CommiƩee, who shall invesƟgate into the same and recommend suitable acƟon to the management. 
 
10.3. The idenƟty of the Whistle Blower shall be kept confidenƟal to the extent possible and permiƩed 
under law. The idenƟty of the complainant will not be revealed unless he himself has made either his 
details public or disclosed his idenƟty to any other office or authority. In the event of the idenƟty of 
the complainant being disclosed, the Audit CommiƩee is authorized to iniƟate appropriate acƟon as 
per extant regulaƟons against the person or agency making such disclosure. The idenƟty of the Whistle 
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Blower, if known, shall remain confidenƟal to those persons directly involved in applying this policy, 
unless the issue requires invesƟgaƟon by law enforcement agencies, in which case members of the 
organizaƟon are subject to subpoena. 
 
10.4. Any other Employee assisƟng in the said invesƟgaƟon shall also be protected to the same 
extent as the Whistle Blower. 
 
10.5. Provided however that the complainant before making a complaint has reasonable belief that 
an issue exists and he has acted in good faith. Any complaint not made in good faith as assessed as 
such by the Audit CommiƩee shall be viewed seriously and the complainant shall be subject to 
disciplinary acƟon as per the Rules/cerƟfied standing orders of the Company. This policy does not 
protect an employee from an adverse acƟon taken independent of his disclosure of unethical and 
improper pracƟce etc. unrelated to a disclosure made pursuant to this policy. 
 
10.6 Breach of confidenƟality or aƩempt to idenƟfy the Whistle Blower will be subject to disciplinary 
acƟon 
 
11. ACCESS TO CHAIRMAN OF THE AUDIT COMMITTEE 
11.1. The Whistle Blower shall have right of access to the Chairman of the Audit CommiƩee directly in 
excepƟonal cases and the Chairman of the Audit CommiƩee is authorized to prescribe suitable 
direcƟons in this regard. 
 
12. COMMUNICATION 
12.1. This policy shall be effecƟvely communicated to all employees and directors of the Company by 
publishing on noƟce board and the website of the Company. 
 
13. RETENTION OF DOCUMENTS 
13.1. All Protected disclosures in wriƟng or documented along with the results of InvesƟgaƟon relaƟng 
thereto, shall be retained by the Company for a period of 8 (eight) years or such other period as 
specified by any other law in force, whichever is more. 
 
14. ADMINISTRATION AND REVIEW OF THE POLICY 
14.1. The Managing Director shall be responsible for the administraƟon, interpretaƟon, applicaƟon 
and review of this policy. The Managing Director shall also be empowered to bring about necessary 
changes to this Policy, if required at any stage with the concurrence of the Audit CommiƩee. This 
policy shall be reviewed annually by the Audit CommiƩee. 
 
15. AMENDMENT 
15.1. Any amendment to the policy shall be approved by the Board upon recommendaƟon of the Audit 
CommiƩee. The Company reserves its right to amend or modify this Policy in whole or in part, at any 
Ɵme without assigning any reason whatsoever. However, no such amendment or modificaƟon will be 
binding on the Employees and Directors unless the same is noƟfied to them in wriƟng. 
 
16.EffecƟve Date 
 This Policy is effecƟve from 21.08.2025. 


